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Abstract

With the wide application of multiple wireless communi-
cation technologies, vehicle nodes realize the connection of
various networks such as WiFi, Bluetooth, 802.11p, LTE-
V2X, and 5G. The attacker accesses the car’s internal net-
work through wireless communication,install malware for
malicious attacks, these malicious attacks interfere with
normal vehicle communication, spoofing or tapmer infor-
mation, which will seriously threaten the security of the
Internet of Vehicles. Therefore, this paper studies the
main threats of malicious attacks on the Internet of Ve-
hicles, extracts their malicious attack features, weights
these features in combination, and proposed CW-KNN,
which is a malicious attack detection algorithm suitable
for Internet of Vehicles. Simulation experiments prove the
effectiveness of the proposed algorithm.

Keywords: Combined Weight; CW-KNN; Internet of Ve-
hicles; Malicious Attack Detection; Malware

1 Introduction

In the United States, the research work on the Internet
of Vehicles (IoV) is based on Wireless Access in Vehicular
Environment (WAVE) in Dedicated Short Range Com-
munications(DSRC). The use of WAVE requires the con-
struction of a dedicated service base station of IoV, this
has greatly limited the popularity of IoV. But in China,
in the 5G environment, vehicle nodes in the IoV rely on
cellular wireless communication technology to communi-
cate, and the related information is presented to the user
through the upper-layer application. Huawei has estab-
lished an LTE-V network and developed a communication
chip. By loading a SIM card into a car, real-time commu-
nication services between cars can be achieved.

IoV is a part of wireless communication, wireless com-
munication is generally integrated in vehicle systems, the
CW-KNN detection algorithm proposed in this paper can
also be integrated to protect the safe of IoV. Attackers in-
stalling malware can cause significant threats to IoV. The

malicious attacks in this paper are active attacks, and the
main threats are the following three aspects.

Denial of Service (DoS): Malware can interfere or block
communication, causing vehicle nodes to fail to es-
tablish communication within the receiving range;

Spoofing: IoV’s application technology requires accurate
and timely access to application data. The attacker
faked the relevant information and sent it, causing
the vehicle to receive the wrong information, caus-
ing the driver to make abnormal behaviors, posing a
certain threat to driving.

Tapmer: Malware can tamper information, each vehicle
in IoV can be used as a terminal or relay node, infor-
mation sent or received by them may be tampered,
this will bring more scams and cause huge losses to
the user.

It turns out that tapmer is easier than spoofing. Over-
all,malware will affect the normal function of the system,
seriously affect driving safety, and even cause traffic acci-
dents.

In terms of security of IoV, [15] proposed data falsi-
fication attack detection using hashes for enhancing net-
work security and performance by adapting contention
window size to forward accurate information to the neigh-
boring vehicles in a timely manner. [20] in order to
analyze the virus propagation under the road environ-
ment mixed with Cooperative Adaptive Cruise Control
(CACC) vehicles andcommon vehicles, considering the in-
teraction among traffic flow, information flow and virus
propagation, CACC vehicle virus infection probability
is calculated and the dynamic model of virus propaga-
tion is built. [22] aimed at the problem of security under
the internet of vehicles environment, combining K area
with fake names anonymous technology, a kind of im-
proved Privacy Preservation Algorithm-Internet of Vehi-
cles (PPA-IOV) privacy protection algorithm is formed.
at the same time, researchers have also conducted related
research on protocol and model strategies [8, 24, 25]. In
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terms of malicious attack detection, [1] proposed a so-
lution to the problem of detecting semantic attacks in
data based on hybrid automata implementation state
constraints. [12] proposed a network intrusion detection
model based on K-nearest neighbor(KNN)algorithm of
extreme learning machine Extreme Learning Machine
(ELM)feature mapping. [9] proposed a semi-supervised
fuzzy kernel clustering algorithm based on quantum arti-
ficial fish group.

Although researchers have recently proposed many de-
tection methods [2–7, 11, 13, 14, 17–19], these detection
methods are not very suitable for the IoV. In the above,
we have proposed the main threats of the IoV, which have
corresponding attack features. Traditional malicious at-
tack detection methods treat the feature contributions of
the samples as the same, and do not weight the features
from these threats. The direct use in the IoV will reduce
the detection accuracy.

The main technical contributions of this paper are as
follows. First, a specific method for establishing a simu-
lated attack dataset of IoV is proposed, which can pro-
vide support for further research on the detection tech-
nology of the malicious attack of IoV. Second, the Com-
bination Weight-KNN (CW-KNN) detection algorithm is
proposed, which makes up for the lack of a malicious at-
tack detection method in IoV.

2 Building a Simulated Attack
Dataset of IoV

2.1 Feature Selection

The KDD CUP 99 [16]dataset marks each network con-
nection as normal or abnormal. These anomaly types are
further subdivided into 4 categories and a total of 39 at-
tack types. A total of 22 attack types appeared in the
training set, while the remaining 17 appeared only in the
testing set. The criterion for evaluating intrusion detec-
tion is the ability to detect unknown attack types. KDD
CUP 99 can well test the generalization power and appli-
cability of the classification algorithm. It is also a recog-
nized standard data set in the field of anomaly intrusion
detection.

As the real-world malicious attack data set of IoV can-
not be obtained, we improved KDD CUP 99 to obtain the
simulation data set for experiments. The specific process
is as follows.

The first step is to prune the original data set. There
are 41 features in original KDD CUP 99 dataset. If
all 41 features are used, this will lead to inaccurate
and time-consuming results. Therefore, it is necessary
to specifically remove some redundant features or low-
important features. For example, “num outbound cmds”
and “is hot login”, The values are the same and they are
all 0, So delete them.

The second step is to obtain the corresponding features
of the malicious attack of the IoV. We studied the main

Figure 1: Feature contribution

threats to the IoV, and got the corresponding features.
Some of these features are shown in Table 1.

Table 1: Feature contribution

The main
malicious

attacks on IoV
Features

Malicious code protocol type, service, src bytes,
implantation srv count, count etc.

Spoofing
hot, root shell, logged in,
num access files, flag etc.

Tamper
is hot login, is guest login,

num failed logins etc.

Denial of service
src bytes, dst host count,

dst host srv count etc.

Signal playback
dst host same srv rate,

dst host same src port rate etc.

The third step is to further optimize the selection of
features. In order to avoid feature selection being too
subjective in the previous section, and to make the selec-
tion persuasive, the Random Forest was used to evaluate
the feature importance. Random forest can find out the
degree of contribution of each feature to each tree, then
take the average value, and finally compare the degree of
contribution between features. the degree of contribution
is usually measured using the Gini index as an evaluation
indicator. as shown in Figure 1.

Finally, after many experiments, we selected 17 fea-
tures, as shown in Table 2. We use the data set created
by these 17 features as the simulation dataset for experi-
ments.
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Table 2: Final selected feature

Number
Feature
name

Description Types

1 protocol type Network protocol type Discrete
2 service The network service type of the target’s host Discrete
3 flag Connected to a normal or incorrect state Discrete
4 src bytes The number of bytes of data from source host to target host Continuous
5 dst bytes The number of bytes of data from target host to source host Continuous
6 hot Number of times to access system sensitive files and directories Continuous
7 logged in Successful login or not Discrete
8 root shell Get superuser privileges or not Discrete

9 count
The number of connections to the same target host as the
current connection in the last two seconds

Continuous

10 srv count
The number of connections with the same service as the current
connection in the past two seconds

Continuous

11 same srv rat
Percentage of connections with the same service as the current
connection in the last two seconds of a connection with the
same target host

Continuous

12 dst host count
Of the top 100 connections,the number of connections with the
same target host as the current connection

Continuous

13
dst host srv

count

Of the top 100 connections,the number of connections with the
same target host and the same service as the current connec-
tion

Continuous

14
dst host same

srv rate

Of the top 100 connections, percentage of connections with the
same target host and the same service as the current connec-
tion

Continuous

15
dst host diff

srv rate

Of the top 100 connections, percentage of connections with
the same target host as the current connection but different
services

Continuous

16
dst host same
src port rate

Of the top 100 connections, the percentage of connections with
the same target host and the same source port as the current
connection

Continuous

17
dst host srv
diff host rate

Of the top 100 connections, the current connection has the
same target host and the same service. the percentage of con-
nections with different source hosts from the current connec-
tion

Continuous

2.2 Data Preprocessing

To make the experiment more accurate, the data needs
to be pre-processed before the experiment.

Numeric: One-hot encoding for the some features. for
example,encoding ”tcp”, ”udp”, ”icmp” as ”0”, ”1”,
”2”.

Standardization: Sij is the value normalized by the Xij
value, as shown in Equations (1), (2), and (3).

Sij =
Xij −AV Gj

STADj
(1)

AV Gj =
X1j +X2j + · · ·+Xnj

n
(2)

STADj =
|X1j −AV Gj |+ · · ·+ |Xnj −AV Gj |

n
(3)

Normalization: The data is uniformly mapped to the
interval [0, 1], and Nij is the normalized value of the Xij

value, as shown in Equation (4), Equation (5), and Equa-
tion (6).

Nij =
Sij −Xmin

Xmax −Xmin
(4)

Xmin = min {Sij} (5)

Xmax = max {Sij} (6)
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Figure 2: Weight calculation total flow chart

3 Building Malicious Attack De-
tection Algorithm of IoV based
on CW-KNN

3.1 Weight Calculation

The main work of this section is to weight the KNN al-
gorithm using combined weights, the purpose is to get
the CW-KNN algorithm. In Part 2, 17 main malicious
attack features of the IoV were selected. In this section,
combined weights are given to these 17 features. We use
the Analytic Hierarchy Process (AHP) to calculate sub-
jective weights, and use random forests to calculate ob-
jective weights, then the distance function method is used
to calculate combined weights. This not only reflects peo-
ple’s intuitive understanding of malicious attacks, but also
reflects the authenticity of objective data, and also can
make the results more accurate. The overall calculation
process is shown in Figure 2.

(1) Calculating Subjective Weights

The first step is to use AHP to calculate subjective
weights. AHP is a decision analysis method that com-
bines qualitative and quantitative methods to solve multi-
objective complex problems. It is widely used in various
fields.

AHP model is established according to Table 2. As
shown in Figure 3. But the established AHP model needs
to pass the consistency check [23], details as follows. The
calculation method of CI is shown in Equation (7).

CI =
λmax − n
n− 1

(7)

n is the dimension of the matrix, the value of RI is shown
in Table 3.

Table 3: the value of RI

n 1 2 3 4 5 6

RI 0 0 0.58 0.9 1.12 1.24

The consistency ratiois CR, as shown in Equation (8).

CR =
CI

RI
(8)

If CR < 0.1, passes the consistency check; Begin to cal-
culate the subjective weight of 17 features. The judgment
matrix [23] of the Criterion Bj (j = 1, 2, 3, 4) to the Goal
A is as shown in Equation (9).

A =


1 2 2 1

2
1
2 1 1 1

2
1
2 1 1 1

2
2 2 2 1

 (9)

The maximum eigenvalue is λmax. From the Equation
Aµ = λ∗maxµ, λmax = 4.0604 can be calculated, the eigen-
vectors of Bj (j = 1, 2, 3, 4) is [0.2775, 0.3925, 0.1650,
0.1650].
CR = 0.0226 < 0.1 is calculated. Through the consis-

tency check. The Weight of [B1, B2, B3, B4] is [0.2775,
0.3925, 0.1650, 0.1650].

The judgment matrix of the sub-criteria C1-C5 versus
B1 is as shown in Equation (10).

B1 =


1 1 1

3
1
4

1
4

1 1 1
4

1
4

1
4

3 4 1 1
2

1
2

4 4 2 1 1
4 4 2 1 1

 (10)

λmax = 5.0552 of the B1 can be calculated, and the
eigenvectors of Ci (i = 1, 2, 3, 4, 5) is [0. 0751, 0. 0709,
0.2028, 0.3256, 0.3256].
CR = 0.0123 < 0.1 is Calculated. Through the con-

sistency check. the weight of [C1, C2, C3, C4, C5] is [0.
0751, 0. 0709, 0.2028, 0.3256, 0.3256].



International Journal of Network Security, Vol.22, No.6, PP.1004-1014, Nov. 2020 (DOI: 10.6633/IJNS.202011 22(6).15) 1008

Figure 3: AHP model

The judgment matrix of the sub-criteria C6-C8 versus
B2 is as shown in Equation (11).

B2 =

 1 6 3
1
6 1 1

3
1
3 3 1

 (11)

λmax = 3.0183 of the B2 can be calculated, and the eigen-
vectors of Ci (i = 6, 7, 8) is [0.6548, 0. 0953, 0.2499].
CR = 0.0176 < 0.1 is Calculated. Through the con-

sistency check. the weight of [C6, C7, C8] is [0.6548, 0.
0953, 0.2499].

The judgment matrix of the sub-criteria C9-C11 versus
B3 is as shown in Equation (12).

B3 =

 1 1
3

1
2

3 1 3
2 1

3 1

 (12)

λmax = 3.0536 of the B3 can be calculated, and the eigen-
vectors of Ci (i = 9, 10, 11) is [0.1571, 0.2493, 0.5936].
CR = 0.0516 < 0.1 is Calculated. Through the consis-

tency test, the weight of [C9, C10, C11] is [0.1571, 0.2493,
0.5936].

The judgment matrix of the sub-criteria C12-C17 versus
B4 is as shown in Equation (13).

B4 =


1 1

2
1
3

1
3

1
2

1
3

2 1 1
3

1
3

1
2

1
2

3 3 1 2 3 2
3 3 1

2 1 2 2
2 2 1

3
1
2 1 1

3
3 2 1

2
1
2 3 1

 (13)

λmax = 6.2454 of the B4 can be calculated, and the eigen-
vectors of Ci (i = 12, 13, 14, 15, 16, 17) is [0. 0660, 0. 0890,
0.3144, 0.2333, 0.1851, 0.1121].

CR = 0.0390 < 0.1 is Calculated. Through the consis-
tency test, the weight of [C12, C13, C14, C15, C16, C17] is
[0. 0660, 0. 0890, 0.3144, 0.2333, 0.1851, 0.1121].

The total consistency check of AHP model is as follows.

CI =

4∑
j=1

B∗
jClj

= 0.2775 ∗ 5.0552− 5

5− 1
+ 0.3925 ∗ 3.0183− 3

3− 1

+ 0.1650 ∗ 3.0536− 3

3− 1
+ 0.1650 ∗ 6.2454− 6

6− 1

= 0.0198

RI =

4∑
j=1

B∗
jRIj

= 0.2775 ∗ 1.12 + 0.3925 ∗ 0.58 + 0.1650 ∗ 0.58

+ 0.1650 ∗ 1.24 = 0.83875

The result is ”CR = CI/RI = 0.0236 < 0.1”, so the total
consistency check is passed.

Subjective weight is defined as WSi
. The calculation

method of WSi is shown in Equation (14). And summary
in Table 4.

WSi
=


ci∗B1; i = 1, 2, 3, 4, 5

ci∗B2; i = 6, 7, 8

ci∗B3; i = 9, 10, 11

ci∗B4; i = 12, 13, 14, 15, 16, 17

(14)

(2) Calculation of Objective Weights

The second step uses a random forest to calculate objec-
tive weights. Random forests are not prone to overfitting
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Table 4: Subjective weights

B layer B1 B2 B3 B4 WSic layer 0.2775 0.3925 0.165 0.165
C1 0. 0751 0. 0208
C2 0. 0709 0. 0197
C3 0.2028 0. 0563
C4 0.3256 0. 0904
C5 0.3256 0. 0904
C6 0.6548 0.257
C7 0. 0953 0. 0374
C8 0.2499 0. 0981
C9 0.1571 0. 0259
C10 0.2493 0. 0411
C11 5936 0. 098
C12 0. 066 0. 0109
C13 0. 089 0. 0147
C14 0.3144 0. 0519
C15 0.2333 0. 0385
C16 0.1851 0. 0305
C17 0.1121 0. 0185

and have a high tolerance for outliers and noise. In this
paper, the creation of the random forest model is per-
formed in the R Language environment. It can provide
some integrated tools, such as the ”RandomForest” and
”caret” toolkits required for this modeling.

In this paper, an another important reason for choosing
a random forest is that the random forest can calculate
the importance value of each variable. Random forest
provides two basic variable importance values: Mean De-
crease Gini and Mean Decrease Accuracy. this paper used
Mean Decrease Gini as an objective weight. Some feature
weights calculated by the random forest are shown in Fig-
ure 4.

Figure 4: Some features and weights

Objective weight is defined as WOi
, Repeat the experi-

ment 10 times and take the average, The serial number in
WOi

corresponds to Table 2. Objective weights calculated

by Random Forest as shown in Table 5.

Table 5: Typical states of SEIR model

WO1
WO2

WO3
WO4

0. 0368 0. 0286 0. 0461 0. 0814
WO5 WO6 WO7 WO8

0. 0982 0. 0184 0. 0982 0. 0002
WO9

WO10
WO11

WO12

0.2087 0. 0532 0. 0627 0. 0859
WO13

WO14
WO15

WO16

0. 0266 0. 0266 0. 0327 0. 0384
WO17

0. 0573

(3) Calculation of Combined Weights

The third step uses the distance function method to cal-
culate the combined weight. Because KNN is based on
distance, and the distance function method introduces
the concept of distance function, therefore, this paper
choosed distance function method for combined weight-
ing. The distance function method is used to reduce the
difference between subjective and objective weights, so
that the subjective and objective weights are organically
combined,and this also makes the combination weights
statistically significant.

Make WCi
as the combined weight, α is the coefficient

of subjective weighting, β is the coefficient of objective
weight,as shown in Equation (15).

WCi
= αWSi

+ βWOi
(15)
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The distance function expressions [10] is shown in Equa-
tion (16).

d (WSi
,WOi

) =

√√√√1

2

n∑
i=1

(WSi
−WOi

)
2

(16)

To reduce the difference, make the distribution coefficient
equal to the distance function, as shown in Equation (17).

d (WSi
,WOi

)
2

= (α− β)2 (17)

The value of α and β is calculated, as shown in Equa-
tion (18). and α+ β = 1.

α =

√√√√1

8

n∑
i=1

(WSi −WOi)
2

+
1

2

=

√
1

8
∗ 0.11368 +

1

2

= 0.12 + 0.5 = 0.62

(18)

β = 1− 0.62 = 0.38, α and β can be substituted into the
Equation (15) to calculate the combination weight of each
feature, as shown in Table 6.

3.2 Improve KNN Algorithm

The direct use of KNN in the IoV will reduce the ac-
curacy, because KNN uses Euclidean distance to consider
the contribu- tion of all features in the sample as the same,
and does not weight features,Therefore, this section is to
improve the KNN algorithm. The combined weights cal-
culated in Table 6 are brought into the weighted distance
to obtain the CW-KNN classification algorithm. The spe-
cific process is as follows.

(1) Weight the Distance

Different features have their corresponding weights. Bring
the combined weight WCi

into the Euclidean distance,
obtaine the weighted distance of two arbitrary samples x
and y, as shown in Equation (19).

d(x, y) =

√√√√ n∑
i=1

(xi − yi)2WCi
(19)

(2) Building CW-KNN

The main classification decision rule in CW-KNN is a
majority vote. The process is as follows.

4 Simulation Experiment

4.1 Experimental Benchmarks and
Methods

This paper used python3 to perform binary classifica-
tion experiments on CW-KNN. The experimental bench-
mark is to use the confusion matrix to analyze from four

Algorithm 1 CW-KNN

Input: training dataset D = {(x1, y1), (x2, y2), · · · , (xi,
yi)}; k is the number of neighbors;

Output: The category y to which the instance x belongs;
1: Begin
2: Calculate combination weighted Euclidean distance

d(x, y) =

√√√√ n∑
i=1

(xi − yi)2WCi

3: Find the k points closest to x in the training set D,
4: The neighborhood of x covering the k points is de-

noted as Nk(x)
5: In Nk(x), ater majority vote, determine category to

which instance x belongs;
6: End

aspects: Accuracy, Precision, Recall, and F1. In or-
der to verify the efficiency of CW-KNN, it will be com-
pared with many different types of detection methods.
Specifically, it includes KNN without combined weighting,
SVM(Support Vector Machine) based on machine learn-
ing, FCD-KNN [21] based on Related to the Distance of
Attribute Values, Adaboost based on ensemble learning
and Random Forest based on tree.

The experiment is divided into two parts. The first
part is the comparison between CW-KNN and the other
two KNN algorithms. The second part is the compari-
son between CW-KNN and other types of classification
algorithms.

Considering the factors of calculation time and memory
consumption, in this paper, 10% training set and extracts
part of the testing set are finally used for experiments, as
shown in Table 7:

4.2 Comparison within KNN

This section reserch on the effect of different values of
K on CW-KNN, and compared with the other two KNN
algorithms. The value of K is the nearest neighbor num-
ber,and it is the most important value in Knn. The value
of K will directly affect the quality of classification. The
combined weight set by CW-KNN is shown in Table 6.
K takes 3 to 10 and K ∈ Z, the experimental results are
shown in Figure 5.

From Figure 5 it can be seen that when K = 7, the
accuracy of all the KNN algorithms is the same. When
k = 8, the accuracy of FCD-KNN and CW-KNN is the
same. When k 6= 7 or 6= 8, the accuracy of CW-KNN is
higher than KNN and FCD-KNN.

In order to reduce the influence of the values of K on
experimental results, this paper set K = 7, and get the
ROC curves of the three kind of KNN algorithms, As
shown in Figure 6.

The experiments in this section prove that the accuracy
of CW-KNN is higher than KNN and FCD-KNN.
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Table 6: Feature combination weight table

Feature number and Subjective Objective Combination
name i = 1, 2, · · · , 17 weight WSi

weight WOi
weight WCi

1. protocol type 0. 0208 0. 0368 0. 0267
2. service 0. 0197 0. 0286 0. 023
3. flag 0. 0563 0. 0461 0. 0524
4. src bytes 0. 0904 0. 0814 0. 087
5. dst bytes 0. 0904 0. 0982 0. 0934
6. hot 0.257 0. 0184 0.1663
7. logged in 0. 0374 0. 0982 0. 0605
8. root shell 0. 0981 0. 0002 0. 0609
9. count 0. 0259 0.2087 0. 0954
10. srv count 0. 0411 0. 0532 0. 0457
11. same srv rat 0. 098 0. 0627 0. 0846
12. dst host count 0. 0109 0. 0859 0. 0394
13. dst host srv count 0. 0147 0. 0266 0. 0192
14. dst host same srv rate 0. 0519 0. 0266 0. 0423
15. dst host diff srv rate 0. 0385 0. 0327 0. 0363
16. dst host same src port rate 0. 0305 0. 0384 0. 0335
17. dst host srv diff host rate 0. 0185 0. 0573 0. 0332

Table 7: Sample distribution of dataset

Num Type
Number of samples
Training Testing

0 normal 97278 118835
1 abnormal 396743 29371

Figure 5: Accuracy with different K values

4.3 Comparison Between CW-KNN and
Other Classification Algorithms

This section focuses on the measurement of CW-KNN
benchmarks,and compared with the other five classifica-
tion methods.

The value of K of all KNN is set to 7, the other clas-
sification algorithm parameters are Python3 original pa-
rameters. Obtain the confusion matrix of 6 classification
algorithms through experiments, as shown in Tables 8-13.

Comparison of multiple classification results, As shown

Figure 6: ROC graph of three KNN algorithms

in Table 14.

From Table 14, it can be seen that the value of F1 of
CW-KNN is higher than other classification algorithms,
which illustrates CW-KNN is superior in comprehensive
performance. Second, CW-KNN has improved in Pre-
cision, which shows that CW-KNN has better detection
ability than other classification algorithms. however, CW-
KNN is inferior to SVM and Adaboost in terms of Accu-
racy, this is also an issue that needs to be addressed in
the next step. In sumary,the experiment proves that the
CW-KNN proposed in this paper has better classification
effect in binary classification.
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Table 8: Confusion matrix of KNN

KNN
prediction

normal abnormal

actual
normal 117910 925

abnormal 1 29370
Precision 0.994

Recall 0.992
Accuracy 0.995

F1 0.984

Table 9: Confusion matrix of Random Forest

Random Forest
prediction

normal abnormal

actual
normal 118129 706

abnormal 18 29353
Precision 0.977

Recall 0.999
Accuracy 0.995

F1 0.988

5 Conclusion

Few researchers currently optimize the classification algo-
rithm for IoV, and the KNN without combined weight-
ing does not consider the difference of sample attribute
contribution. Therefore, this paper proposed CW-KNN
algorithm for IoV. First of all, we selected the featurs
of main threats according to IoV, built a simulated at-
tack dataset of IoV, then calculated the combined weight
of each feature, and finally brought the combined weight
into the KNN for classification. The experimental results
show that the CW-KNN has higher efficiency.

The shortcoming of this paper is that the accuracy of
CW-KNN is lower than SVM and Adaboost, this will be
the next problem to be solved. With the increase of new
types of malicious attacks of IoV, dimensions of data will
also increase, KNN is based on distance, so it is not good
for multi-dimensional data processing, which may lead to
a decline in accuracy. Random forest is better at process-
ing multi-dimensional data, so the next step is to bring
the combined weights to the Random Forest for research
to improve the accuracy.
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Table 10: Confusion matrix of Adaboost

Adaboost
prediction

normal abnormal

actual
normal 118316 519

abnormal 125 29246
Precision 0.983

Recall 0.996
Accuracy 0.996

F1 0.989

Table 11: Confusion matrix of FCD-KNN

FCD-KNN
prediction

normal abnormal

actual
normal 118683 152

abnormal 1 29370
Precision 0.995

Recall 0.998
Accuracy 0.995

F1 0.991
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