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Abstract

A dual image technique has already become more and
more popular because of easily achieving higher capacity
and lower distortion. Dual image copy into two images
depends on both images to correctly recover the origi-
nal images. This paper proposed a novel reversible data
hiding to hide the secret information into the least signifi-
cant bits. The experiment result shows that our proposed
method is effective and with high payload.
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1 Introduction

With the advance of the technology, the speed of the in-
ternet becomes faster and faster, and multimedia spreads
more easily [2,13]. Traditional, if we want to send an im-
portant message to the receiver, we can encrypt the mes-
sage into ciphertext; and then the receiver can decrypt
the ciphertext by using the key [11,12,15,21]. Nowadays,
the copyright of the image become more and more impor-
tant, and through hiding data in the image we can prove
the ownership of the image [22].

Data hiding has two categories, reversible data hid-
ing [17, 18, 20] and non-reversible data hiding [1]. Non-
reversible data hiding usually has higher capacity and
less distortion because it don’t need the recover mech-
anism [25]. In some case we need reversible data hiding
mechanism such as binary images [26]. In some case we
need reversible data hiding mechanism such as medical
images [5–8,10,14]. We can hide the diagnosis of the pa-
tient into the X-ray image. However, a little bit of the dis-
tortion of the image may cause a diagnostic error, so cor-

rectly recovering the original image is necessary. There-
fore, hiding information in the image is a popular field of
data security. In this field, we pursue higher capacity and
less distortion after embedding the secret information.

There are many data hiding schemes which are based
on the pixel value differencing method [16, 19] and based
on SMVQ [3,4]. In 2018, Wang et al. introduced a survey
of reversible data hiding for VQ-compressed images [24].
In 2016, Jana proposed a dual image based reversible data
hiding scheme using weighted matrix [9]. In 2015, Lu et
al. proposed dual imaging-based reversible hiding tech-
nique using LSB matching [17]. They select two pixels as
a pair (block) and choose the same images to embed. In
2017, Wang et al. proposed an improved scheme of Lu et
al’s scheme to increase the capacity [23]. In this paper,
we will propose an improvement of Wang et al.’s scheme
to increase the capacity and PSNR.

This paper will be described as follow. Section 2 will
introduce the proposed method. Section 3 will show our
experiment result and analysis of the proposed scheme.
Finally, Section 4 will make a conclusion of this paper.

2 The Proposed Scheme

In our proposed scheme, we first copy the cover image
into two copies, and use both copies to embed the secret
bits. Then in the first image, we transform the value of
the pixel into binary pattern and change its LSB (1) and
LSB (2) into the secret bits. In the second image, we do
the same work like the first image and change its LSB (3)
into secret bits. Figure 1 shows the embedding phase in
our proposed scheme.

In the extraction and recover phase, we can easily ex-
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Figure 1: The embedding phase example of our proposed scheme

tract the secret bits by the rule of embedding phase. We
can extract the LSB (1) and LSB (2) in the first image
and LSB (3) in the second image. Then we can use the
LSB (3) of the first image and the LSB (1) and LSB (2) of
the second image to correctly recover the original image.
Figure 2 shows the extraction and recover phase in our
proposed scheme.

3 Analysis and Experiments

There are two criteria in data hiding area, quality and
capacity. We use a peak signal-to-noise ratio (PSNR) to
quantify image quality as follows:

MSE =
1

mn

m−1∑
i=0

∑
(

j = 0)(n− 1)[P(i,j) −X(i,j)]
2

PSNR = 10 × log1 0[
2552

MSE
].

Here, m and n are the images sizes, P is the original
image, and X is the image after embedding. The size of
the images is 512 × 512, and the secret information we
assume is all of 1. The results in Table 1 show that the
capacity of the proposed method is high payload and less
distortion.

Through the Table 1 we can make sure that our pro-
posed scheme have very high capacity and acceptable dis-
tortion. Chang et al.’s scheme [1] is an irreversible scheme
and Lu et al.’s scheme [17] is a reversible scheme.

4 Conclusion

We propose a high payload data hiding scheme with less
distortion. The embedding phase, extraction and recover
phase are very easy and effective. Nevertheless, the ex-
periment also shows that our method have an acceptable

distortion results and higher capacity. The capacity of
this method can be stable at 1.5 bpp.
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Figure 2: The extraction and recover phase of our proposed scheme

Table 1: The image and total hidden capacity comparison table

Schemes PSNR/Capacity Lena Peppers Mandrill Boat Goldhill
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Wang et al.’s Scheme [23] PSNR (2) 41.30 41.23 41.34 41.56 41.24
Capacity 617088 608877 618977 632797 613288
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